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Proč mluvíme o eHealth?

1. Definice WHO

▪ eHealth je přenos informací pomocí elektronických prostředků za účelem podpory zdraví a 

zdravotní péče, včetně léčby, prevence, výzkumu, vzdělávání a správy. 

2. ČR – Zákon č. 325/2021 Sb. o elektronizaci zdravotnictví: 

▪ Elektronické zdravotnictví - poskytování a využívání služeb a informačních systémů 

Integrovaného datového rozhraní zdravotnictví ….a informačních systémů poskytovatelů 

zdravotních služeb nebo poskytovatelů sociálních služeb poskytujících zdravotní služby…. 

sloužících k vedení nebo předávání zdravotnické dokumentace v elektronické podobě, 

včetně systémů umožňujících dálkový přístup pro pacienta, podle tohoto zákona.

3. Prakticky:

▪ Zahrnuje technologie, standardy, právní rámce a služby, které umožňují 

bezpečné, efektivní a interoperabilní nakládání se zdravotními informacemi 

napříč zdravotnickými subjekty – ve prospěch pacienta i systému jako celku.
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Proč mluvíme o eHealth?

1. Pandemie COVID 19

▪ Předávání informací ve zdravotnictví bylo neefektivní, pomalé a ne vždy bezpečné

▪ Pochopení, že bez centralizace dat a služeb to dál nepůjde

2. Rostoucí potřeba sdílení dat mezi zdravotnickými subjekty

▪ Problém – každý má jiný IS, jiného zřizovatele, jiné priority

▪ Bez sdílení informací je efektivní návazná zdravotnická péče problematická.

▪ Už existují dobré praxe z jiných států

3. Papírová zdravotnická dokumentace nestačí

▪ Zdravotnictví se digitalizaci ZD dlouhodobě vyhýbalo, ale mnohé obory se digitalizují

▪ Papírová dokumentace – nosičem je pacient, pošta….

▪ Cílem je dostat správné informace o správné osobě správnému adresátovi bezpečně, 

standardizovaně a rychle 
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Co patří do eHealth?

1. Elektronická zdravotnická dokumentace

▪ EHR – Electronic Health Record (propouštěcí zprávy, laboratorní výsledky, snímky, 

zprávy, žádanky...) 

2. Telemedicína

▪ Měřící přístroje, naměřené hodnoty, chytrá zařízení, dávkovače/pumpy (!!)

3. Elektronická preskripce (eRecept), ePoukaz…..

4. mHealth

▪ Povinnost poskytovat informace veřejnosti, online

5. Další související služby

▪ Zdravotnické registry (nově „kmenové“ – lékařů, poskytovatelů, pacientů...)

▪ Dočasné úložiště (DU), statistické služby (NZIS), eŽádanka, Sdílený zdravotní záznam

▪ Přenosové sítě – ePAC, eMedocs, NCPeH, eZpráva, ClickBox ...
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Základní stavební kameny eHealth

1. Identifikace/autentizace/autorizace

▪ Pacienta – RID, kmenový registr pacientů

▪ Zdravotníka – identifikátor pracovníka, kmenový registr zdravotnických 

pracovníků

2. Zdroje dat

▪ Centralizace / decentralizace

3. Standardizované formáty a služby

▪ Aby si systémy rozuměly, musí mluvit stejným jazykem.

▪ HL7 CDA (L1, L3) – dokumentově orientovaný formát (XML)

▪ HL7 FHIR  - resource(service)-based formát (JSON)

▪ DASTA – český specifický formát používaný v nemocničních IS

4. Bezpečnost a důvěra

▪ Každý bezpečnostní incident snižuje důvěru uživatelů.

▪ GDPR, ZOKB, NIS2, EHDS
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Základní předpoklady bezpečných a 

odolných eHealth služeb 

Důvěryhodnost

▪ Jasný a důvěryhodný provozovatel/poskytovatel (i u mobilních aplikací)

▪ Funkční uživatelská (vícekanálová) podpora

▪ Správa citlivých osobních údajů = nutnost zpracování DPIA

▪ Jasné podmínky nakládání s osobními údaji

▪ Využívání důvěryhodných identitních nástrojů (NIA)

Dostupnost

▪ Vysoká dostupnost (HA) ... i v době rostoucích DDoS a geoblokace

▪ Přehlednost - využívání státního design systému (bootstrap)

▪ Dlouhodobá dostupnost dat – elektronická archivace, skartace

Technická bezpečnost

▪ Kvalitní pen-testování (nejen vnější) a zátěžové testování (včetně autentizace)

▪ Využívání neveřejných sítí pro backoffice komunikaci

▪ Využívání post-kvantových šifer
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7

Jsme odolní v době post-kvantové?

https://api.csez.gov.cz/krp/
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Kudy komunikujeme?

https://api.csez.gov.cz/
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Kudy komunikujeme?
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CESNET hSOC – bezpečná síť pro zdravotnictví



Legislativa v EU – EHDS

European Health Data Space / Evropský prostor pro zdravotní údaje

➢ Přijato: únor 2025 – klíčový legislativní milník pro digitální zdravotnictví v EU

➢ Nařízení – přímo platné a účinné

Přístup pacientů k jejich zdravotním údajům

Zdravotní údaje už nebudou uvězněné v jednom systému. Pacient je jejich vlastníkem. 

✓ Každý občan EU má právo na bezplatný, přímý a okamžitý přístup ke svým vybraným 

zdravotním údajům v elektronické podobě.

✓ Musí být dostupné v interoperabilním, strojově čitelném formátu – např. CDA/FHIR.

✓ Týká se klíčových typů dokumentů:pacientský souhrn, propouštěcí zprávy, laboratorní 

výsledky, zobrazovací zprávy, eRecepty atd.

✓ Přístup i přeshraničně: data musí být čitelná a použitelná v jiné zemi EU v systému 

MyHealth@EU
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Nařízení EHDS

Důraz na práva pacientů
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Nařízení EHDS

Povinné standardy a certifikace systémů EHR

➢ Systémy pro elektronické zdravotní záznamy (EHR – Electronic Health 

Record) budou podléhat certifikaci, pokud chtějí být používány v EU.

➢ Certifikace zajišťuje:

▪ interoperabilitu (např. formáty jako HL7 FHIR, CDA; integrační profily)

▪ bezpečnost (např. řízení přístupů, auditní stopy – IHE profil ATNA 

případně BALP)

Sekundární využití zdravotnických dat – pro vědu, výzkum, politiku

1305.02.2026



1405.02.2026

DĚKUJI ZA POZORNOST!

Krajský úřad Kraje Vysočina

Odbor informatiky

Žižkova 57, Jihlava 587 33

Petr Pavlinec

Pavlinec.p@kr-vysocina.cz
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